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Y10 TaKoe popmanbHbie meToabl men

dopmasibHble meToabl B nporpammmposaHumn (PM)

(Formal Methods — FM) — aTo meToabl, Ans

* MOJE/IMPOBAHMA,

* cneundmKaumu,

* pa3paboTKkuy,

* BepMdMKALMKM NPOrpaMmMHOro U annapaTtHoro obecnevyeHms,
OCHOBaHHbIE€ Ha aKTUBHOM MCMNO/1Ib30BaHUM
MaTeMaTU4eCcKoro annapara.
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Nepuoausauua men

[MTpeaKnaccnyecknim nepuoa, 50-60-e roapbl
Knaccnyeckum KoHeL, 70-x — Ha4yano 2000-x

[TocTKNaccuyeckmum Hayano 2000-x — H.B.
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Mepunoaunsaumnsn. NMpepgknaccmyeckum nepumog, men G

Mpepknaccuyeckmi nepuopn 50-60-e roabl

ALY
b
B, ‘2‘(‘ -

A.TblOPUHT A. A. JlanyHoB

Knaccnyeckum KoHeu, /0-x — Ha4vano 2000-x
[TocTKNaccn4eckum Hayano 2000-x —H.B. 4,



Knaccuueckuun nepuogp Mcn

[MTpeaKnaccnyeckni nepmoa, 50-60-e roapbl
Knaccnueckmnu KoHel 70-x — Hayano 2000-x

P. ®nhonp C.A.P Xoap 3.[lenKcTpa

npea- U NOCTyC/0BUA, MHBAPUAHTbI, MaT.MHAOYKLUWNA VDM

[TocTKNaccuyeckmum Hayano 2000-x — H.B.
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Nepuoausauua men

[MTpeaKnaccnyeckni nepmoa, 50-60-e roapbl
Knaccnueckmnu KoHel 70-x — Hayano 2000-x

P. onhona  Cap Tom Xoap 3.[lenKkctpa ,£I, Eb(z)pHep

npea- U NOCTyCN0BUA, MHBAPWUAHTbl, MaTUHAOYKLUUNA VDM

[TocTKNaccuyeckmum Hayano 2000-x — H.B.
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Nepuogunsauyumn
[MpeaKnaccnyeckni nepmoa, 50-60-e roabl
Knaccnueckmnu KoHel, 70-x — Hayano 2000-x

CocTtoAaHuMe aen:
* Yuncno peanbHbIX ycnewHbIX NPOEKTOB UCYMUCNAETCA eANHULLAMN

* anIJ'IO)'KEHVlFII KOMMNUNATOPbI, MUKPOAAEPHble OonepaunoHHble CMCTEMDb,

TeNeKOMMYHUKaLUMNOHHbIE U KPUNTO-NPOTOKObI
* [lpeaenbHbin pasmep peanunsaumm — okono 100 Tbic. cTPOK Ha Cn Unun Ha

A3blKaX Mmoadei1npoBaHNA

[TocTKNaccunyeckum Hayano 2000-x — H.B.
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Nepuogunsayua men

[MpeaKnaccnyeckni nepmoa, 50-60e roapl
Knaccnyeckmnm KoHeu, /0-x —Ha4vano 2000-x
MocTKknaccnuecKknm Hayano 2000-x — H.B.

 Cratnuyecknmn aHanms — Coverity (CLWA), Klockwork (Kanapga), Svace (Poccus)
 CraTtmyeckasa sepudukauma (software model checking)

e CPAchecker (fepmanus), CBMC (BennkobputaHus),

LDV/Klever/CPAlocator (Poccusa), SDV/WDK/CodeQL (CLLA)

 TectmpoBaHue Ha ocHoBe moaenen (Model Based Testing) — UniTESK (Poccus),

SpecExplorer (CLUA)
 JunHamunyeckmn aHanus, dpassuHr (DART, concolic testing) - SAGE (CLLA)
MaTtemaTtunueckasa n MHCTpyMeHTaNbHaA 6a3a:
« ®dopmanbHbie cneundukaumm, SAT- u SMT-consepbl (Z3, cve5, Alt-Ergo n ap.) n npysepobl
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UHcTpymeHTbl PBMNO™) hen

=
=

) TpeboBaHuna PCTIK K npoueccam
pa3paboTkm gosepeHHoro MO
(cepTMdmumpyembim NporpamMmmHbIM
cpeacTBam).

/ * [OCT P 56939-2016 «3awuTa

<\

nHpopmaummn. PazpaboTtka 6e3onacHoro
nporpaMmmHoro obecneyenusa. Obwme

¢ Svace u Binside: ctaTnueckuu aHanms ncxogHoro n 6uHapHoro
KoAaa
CEETEEE o [TOMCK KNOHOB KOAa: OWKNBKU, HapYLLIEHUA NLEH3NN
JUlCRS o [leayKTMBHbIN aHanu3 mogeneii 6esonacHocty, PLRDF

e KoHTponunpyemoe BbinonHeHUe Ha 6a3e amynatopa QEMU

e Crusher (ISP Fuzzer u SyDr): ¢pa33uHr-tectupoBaHue U guHammueckoe TpeB0oBaHMA»
3  CMMBO/IbHOE UCMOJIHEHUE, pacluMpPeHHoe TecTupoBaHue, Anis . o
Tectupo P P P ! ! YTBEpKAEH W BBEAEH B AENCTBUE

BaHuUe e bnecHa: BbiaBNeHUe yTeyekK 4yBCTBUTE/IbHbLIX AaHHDLIX B MaMATU j 01.06.2016

depepanbHbIl 3aKOH OT 26.07.2017 r. Ne

e be3sonacHblit kKomnunatop SafeC 187-®3 «O 6e30NacHOCTM KPUTUYECKOM
e NuBepcuduKaums Koaa Mchopvmau,TOHHom MHPPACTPYKTYPDI
_ Poccuimnckon depepaymm»
* NCMN-Obyckatop: 3awmTa Koaa OT aHamsa * «MeTtoaguKa BbiABNEHUA YA3BUMOCTEN U
HeAEeKNapPUPOBAHHbIX BO3MOXHOCTEN B
nporpammHom obecneyeHnmn»

e HenpepbiBHbI NOUCK AedeKTOB B BbinyweHHoOMm MO

e AHaNN3 aBapUMHbDbIX 3aBepLUEHNI AN OLEHKU KPUTUUHOCTH yteepxaeHa PCTIK Poccun 11 pespana

Pearupo
P nNporpaMmHbIxX aedeKTos 2019.
BaHue * 1 HOBble MPOEKTbI CTaHAAPTOB
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*) - PBMO — Pa3paboTtka be3onacHoro MporpammHoro ObecnevyeHms



UHcTpymeHTbl PBMNO, ucnonnvsywuwumne M il PAH |

TpeboBaHuna PCTIK K npoueccam

e Svace u Binside: cratTuueckum aHanus ncxogHoro 1 6MHapHoro pa3paboTKM fosepeHHoro MO
KoAa (cepTndmrumnpyembim NPOrpammHbIM

LLETSERM o [TOMCK KNIOHOB KOAa: OWMOKM, HAapyLEeHUA INLEH3NNU cpeactaam).
‘UOTKa e leayKTUBHbIA aHanu3 mopaenei 6esonacHoctu, PLRDF «  TOCT P 56939-2016 «3auiyTa
nHpopmaummn. PazpaboTtka 6e3onacHoro
eMoe BbINoJIHeHne Ha 6a3ze amynsTopa QEMU nporpammHoro obecneyeHusa. Obwue
. v e Crusher (ISP Fuzzer u SyDr): ¢a33uHr-tectupoBaHue U guHammueckoe TpeboBaHUA»
I[q7l:J¢8] CcMMBOSIbHOE UCNOJIHEHUE, PaCLULMPEHHOE TecTUpoBaHue, Anis, YTBEPKAEH W BBEAEH B AelCcTBUE
CELIZ[SES e briecHa: BblABNEHME yTeyeK YyBCTBUTE/IbHbIX AaHHbIX B MaMATHU 01.06.2016

 ®depepanbHbIY 3aKOH OT 26.07.2017 r. Ne

.k o SafeC 187-®3 «O 6e30NaCHOCTU KPUTUYECKOMN
e30nacHbIN KomnunaTtop Safe MHGOPMALIMOHHOI MHBPACTPYKTYDS!

* [insepcndukauma Koaa Poccuitckon depepaumnm»
e ICN-06¢ycKaTop: 3aLMTa Koga OT aHaAn3a « «MeToauKa BbiIABNEHNA YAZBUMOCTEN 1

HeAeKNapMPOBAHHbIX BO3MOMXHOCTEN B

nporpammHom obecnevyeHnm»
e HenpepblBHbIM NOUCK AedeKToB B BbiNyweHHOM MO yTBep#aeHa CTIK Poccum 11 despans
* AHA/NM3 aBapPUIHbIX 3aBEPLUEHUN AN OLLEHKN KPUTUYHOCTH 2019 1.

NpPOrpamMmmHbIX AedeKTOB .

Pearupo
BaHue

M HOBble NPOEKTbl CTaHOAPTOB
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[OCT P 15408-2013/2014 KpuTtepuun oueHkn 6esonacHoctn AT

®EAEPANBHOE AFEHTCTBO
N0 TEXHWYECKOMY PEMNYIMPOBAKMIO U METPONOM AWM

PENEPANILHOE ATEHTCTBO

MO TEXHMHYECKOMY PEMYNMPOBAHIIO M METPONOMAW

PEAEPANBHOE AFEHTCTBO

MO TEXHWYECKOMY PEFYNIUPOBAHMIO M METPONOTUW

HALUMOHANBHbIK FOCTP
CTAHAOAPT NCO/M3K
POCCUMCKOM
GEQEPALUM 15408-1—

2012

HALWOHANbLHLIW NOCTP
CTAHOAPT NCO/M3K
POCCHHACKON
GEQEPALMMN 15408-2—
2013

HAUMOHANLHEIA  TOCT P UCO/M3K
CTAHOAPT
POCCHMWUCKON 15408-3—
SOEOQEPALWU 2013

WHdopmaumoHHas TexHonorus
METOObI U CPEOQCTBA OBECIMNEYEHWA
BE30MACHOCTMW.
KPUTEPUA OLUEHKW EE30I'IACHOC1:I/I
MH®OPMALMOHHbIX TEXHONOIMA
YacTtb 1
BeeneHue v obwan mogensb

ISO/IEC 15408-1:2009
Information technol, — Security i — ion criteria for IT
security — Part 1: Introduction and general model

(IDT)

W3nanue odmunansHoe

Mockea
@ Craaaprmbopy
2014

WHdopmaumnoHHan TexHonorms

METObl W CPEOCTBA OBECNEYEHWA
BE30MNACHOCTHW.
KPUTEPUU OLIEHKW
BE30MNACHOCTHU
MH®OPMALIMOHHbLIX TEXHONOMMK

YacTe 2 DyHKUMOHANBHBIE KOMMOHEHTBI
GezonacHocTH

ISO/IEC 15408-2:2008
Information technology — Security techniques —
Evaluation criteria for IT security — Part 2. Security functional components
(IDT)

Wapanue ouumansoe

Mocksa
CranaapTUHEpOpM
2014

WHopmaunoHHan TexHonorus

METOAbI N CPEAOCTBA OBECNEYEHNA
BE30MNACHOCTMW.
KPUTEPWUX OLIEHKW BE3OMACHOCTH
WH®OPMALIMOHHLIX TEXHONOMMA

Yactb 3

KoMnoHeHTkI poBepua K BesonacHocTn
ISO/IEC 15408-3:2008
Information technology — Security techniques — Evaluation criteria

for IT security — Part 3: Security assurance components
(IDT)

Mapanme opuumuansroe

Wocksa
@ Crannaprndpopm
2014
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dopmanbHble meToabl pa3paboTku n BepuduKaumm nporpamm.

fopusoHT 2030 uen
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WP — — T —————i

«BUTA3b Ha pacnyTbe»

. B nucbma BukTopa BacHeuosa Bhnagumunpy Cracosy.

Ha kamHe HarnucaHo:

«Kak npamy examu — xusy He bbieamu — Hem nymu Hu
[IPOXOHCEMY, HU MPOE3HemMy, HU rposaemHOMy».

Cnedyemeble 0anee HAonucu:
. «<Hanpaey examu — xceHamy bbimu;

" | Hanesy examu — 6o2amy bbimu» — HG KAMHe He 8UOHbI, A UX
cripsaAmMas noo Mox U cmep 4acmeoto.



f[opun3oHT 2030. Tpu nyTn men X1

* npamy examu —Model Driven Engineering (nporpammmpoBaHue
"cBepxy-BHU3" - BepudunKauma moageneun 6e3 sepudmnKaumm
pPeasibHbIX NPOrpamm);

* Hanpasy examu — HebonblUne, KPUTUYECKN BaXKHbIE CUCTEMbI U
MeToAbl X BepnUPmKauunm;

* Hasesy examu — WHTErpupoBaTb metodbl GOpMabHOU
BepudUKaLMUMN B HU3KOYPOBHEBbLIE MHCTPYMEHTbI aHa/IM33a
nporpamMmm m TeCTUPOBAHME Ha OCHOBE POPMaJIbHbIX

Mmoaenen.
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HaneBy exaTu men )

* Has1esy examu — WNHTErpmupoBaTb MeToabl GopMasibHOM

BepUdUKaLMUU B HU3KOYPOBHEBbIE MHCTPYMEHTbI aHANM3a nporpamm m
TECTUPOBaHME Ha ocHoBe popManbHbix mogenen (MBT)
/ * Cratmnuyeckas Bepmndukaums (software model checking) — 50 maH cTpoK Ha Cu, \

dopmanbHble cneumduKkaLmum npaBmn KoppekTHocTu (Hanpumep, safety rules) —
CPAchecker, CPAlocator

* [eHepaLKA TECTOBbIX AaHHbIX CO CIOXKHbIMU CEMAHTUYECKMMM 3aBUCUMOCTAMM
(TecTMpoBaHME KOMNUAATOPOB, BUPTYabHbIX MaLUUH, BEO-NPUIOKEHUN N NPOY.) —
nnatdopmbl Ha ocHoBe dependent data types (Idris)

* IHTerpauua TeCTMpoBaHUA Ha OCHOBE MOAeNeNn C MHCTPYMEHTAMU Pa33UHT-
\ TECTUPOBAHMA Ha Ba3e PYHKLUMOHANbHbIX cneundurKaumnm /




HanpaBy exatu X PaH-

* Haripasy examu — H€60!1bLIJM€, KPUTUYECKN BaKHblE CUCTEMbDI U

p MEeTOobl X BEPUPUKALNN; N
» Knaccnueckasa neayktnsHasa sepudpuraums (Isabelle/HOL, Coq, PLRDF).

Cuctembl 0kos10 100 Tbic. CTPOK HA CK, C orpaHNYEeHNAMU NapannenbHoOCTu u

9 MHoronoto4yHoctu — 20 yen.*ner. y
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[OCT P 59453-2021/2025 ®opmanbHas Moaesnb ynpasneHns goctynom. Hactu 1-4.

®EQEPANBHOE ATEHTCTBO
NO TEXHUYECKOMY PErYIMPOBAHUIO U METPONOIMK

HAUMOHANBHLIN
CTAHOAPT
POCCHUUCKON
QEAEPALUMM

roctp
59453.1—
2021

ENEPANBLHOE ATEHTCTBO
NO TEXHUYECKOMY PEIYNIUPOBAHMIO M METPONOIMMM

3awwura uHcopmauum

®OPMAJBbHAA MOAENb
YMNPABNEHUA OOCTYNOM

Yacre 1

O6wme nonoxeHus

Wananme oduumansrHoe

Mocksa
Cranpaprundiopm
N 2021

HAUWOHANBHBIN roctp
CTAHOAPT
POCCHUWACKOMN 59453.2—
®EAEPALMUMN 2021

DEAEPANLHOE AFEHTCTBO

NO TEXHUYECKOMY PErYNIUPOBAHUIO U METPONOIrUK

DEAEPANBHOE ATEHTCTBO
NO TEXHUYECKOMY PEMYNIUPOBAHUIO U METPONOMMN

3awwmra nHcopmauum

®OPMAJbHAA MOAENDb
YMPABJIEHUA OOCTYMNOM

Yacre 2

PekomeHgauumn no Bepudukaymm
topmanbHoOW Mogenu ynpasneHusa AOCTYNom

Maganne oduumansnoe

Mocksa
@] Cramgaprumops
2021

HAUWOHANBLHBINA rocTP
CTAHOAPT
POCCHUMCKOM 59453.3—
®EQEPALUM 2025

3awwmra nidopmauun

®OPMAJIbHAA MOOENDb YNPABNEHUA
AOOCTYNOM

Yacte 3

PekomeHgauuu no paspaboTke

Maganwe oduumansmoe

Mocxsa
POCCHACKWA MHCTHTYT CTaNRIPTHIAAN
2025

HALUMOHANbHBINA rocT P
CTAHAAPT
POCCUMACKOM 59453.4—
®EOEPALUWNM 2025

3awwmra undopmaumm

®OPMAJIbHAA MOLEJb
YNPABINEHUA OOCTYNOM

Yacrtb 4

Pekomenpaauum no sepucmkaumm cpeacrea
3aWuThl MHOPMaL UK, Peanu3ayoLero NonUTUKU
ynpaBneHus JOCTYNOM, Ha OCHOBe (hOpManu3oBaHHbIX
ONUCaHUn Moflenu ynpaeneHus AOCTyNnom

Mananue oumansHos

Mocxsa
POCCHRCINS WHCTHTYT CTaHBIPTHISUNN
2028
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[lpamy exaTun W PaH.

* npamy examu —Model Driven Engineering (nporpammmpoBaHue
"cBepxy-BHU3" - BepudunKauma moaeneun 6e3s sepmudmKaLmm peanbHbIX
nporpamm);
* KOHCTPYKTUBHAA MHPopMaLmoHHaa 6eszonacHoctb (KNB) — Secure-by-Design ]

19 /24



[Mpamy exatn /| KUb

INATIONAL CC FOR CRITICAL INF SECURITY AND RESILIENCE

0

Secure by Design

It's time to build cybersecurity into the design and manufacture of technology

products.

rch

America’s Cyber Defense Agency st

suare: @ X in

o000 opo00

MpuHUUNbI KUB"

MWHUMN3NPYNTE NOBEPXHOCTb aTaku
YcTaHoBUTe He30nacHble 3HAYEHMA N0 YMOAYAHUIO
MPMHUMN HAMMEHbLUUX NPUBUIETUN

MPUHUMN 3WEeNOHUPOBAHHOMW 3aLLUUTbI
Be3onacHas 0bpaboTKa aBapui

He poBepAiTe BHELWWHUM CEPBUCAM
PasaeneHne obaszaHHOCTEN

N3b6eramnte 6e30nacHOCTU Yepe3 HEU3BECTHOCTb
CoxpaHAnTe 6e30nacHOCTb NPOCTOM
[MpaBunbHO ncnpasaanTe aedeKTbl B CpeacTBax
6e3onacHoCTH

* - Secure by Design ot Open Worldwide Application Security
Project (OWASP) (https://owasp.org/www-project-secure-by-design-
framework/ )

20/ 24


https://owasp.org/www-project-secure-by-design-framework/
https://owasp.org/www-project-secure-by-design-framework/
https://owasp.org/www-project-secure-by-design-framework/
https://owasp.org/www-project-secure-by-design-framework/
https://owasp.org/www-project-secure-by-design-framework/
https://owasp.org/www-project-secure-by-design-framework/
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https://owasp.org/www-project-secure-by-design-framework/

7 npuHuunoB KNB PAH

[TpuHUMN n3onaunmn

MPUHUMNT MUHMMN3ALUN NOBEPXHOCTU aTaKM
MPUHUMN MUHUMN3ALUN NPUBUIETUN

[MpUHUMN 3WEeNIOHNPOBAHHOMN

MpuHumn obecnevyeHns 6e30NacHOCTU NO YMOJYAHUIO
MpuHumn obecnevyeHns besonacHocTu cboes
[MpUHUMN NPO3PaYHOCTU PELUEHUM NO 3aLlumUTe

21/24



NMpamy exatu / KUB men 201

SENEPANBHOE AFEHTCTBO

NO TEXHWHECKOMY PEMYNUPOBAHWIO U METPONOIAK TexHMKM M MeTOAbI KMB
HAUMOHANBbHbINA FOCTP
CTAHRAPT e O ApxuTeKkTypHble WwabaoHbl NPOEKTUPOBaHUA
POCCHMHAUCKOWM
GEREPAUNM 2025 O MukpoaaepHbie OC, BUupTyanunsauma, sapa

pasgeneHuna, MILS, FLASK,...
O CuctematmsupoaHHbin hardening

SR HHOM AU ] Be3onacHble A3bIkK NporpammupoBaHua (memory safe,
CUCTEMbI C KOHCTPYKTUBHOW
i GOPMALIMORHORES DHEE HTOCTIR secure language, pyHKLMOHaNbHbIE A3bIKN)
O PO A O ApxuTekTypHble moaenu, cpeacrtsa sepuduKkaumm un
aHa/n3a Moenien, CPeacTB TeCTUPOBAHMA peanmsaunii
R Ha COOTBETCTBME MOAENAM

 PaspaboTKa 1 TecTMpoBaHMe Ha OCHOBE MoJe/el
(MDE, MDSE, MBT), nouCK apX1TEKTYPHbIX
owmnboK
L Penosutopuu apxmTEKTYPHbIX OLLIMOOK
NPOEeKTUPOBaAHUA

v A MHCTHTYY
2025
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A Survey on Deep Learning for Theorem Proving

Zhaoyu Lil, Jialiang Sun!, Logan Murphy!, Qidong Su!, Zenan Li2, Xian Zhang®
Kaiyu Yang?! Xujie Sil®

University of Toronto, 2Nanjing University, Microsoft Research Asia, *Meta FAIR,
SCIFAR Al Chair

{zhaoyu, six}@cs.toronto.edu

Abstract

Theorem proving is a fundamental aspect of mathematics, spanning from
informal reasoning in natural language to rigorous derivations in formal
systems. In recent years, the advancement of deep learning, especially
the emergence of large language models, has sparked a notable surge of
research exploring these techniques to enhance the process of theorem
proving. This paper presents a comprehensive survey of deep learning for
theorem proving by offering (i) a thorough review of existing approaches
across various tasks such as autoformalization, premise selection, proofstep
generation, and proof search;; (i) an extensive summary of curated datasets
and strategies for synthetic data generation; (iii) a detailed analysis of
evaluation metrics and the performance of state-of- the-art methods; and (iv)
a critical discussion on the persistent challenges and the promising avenues
for future exploration. Our survey aims to serve as a foundational reference
for deep learning approaches in theorem proving, inspiring and catalyzing
further research endeavors in this rapidly growing field. A curated list of
papers is available at https://github. com/zhaoyu-1i/DL4TP

1 Introduction

Proving theorems is a cornerstone of mathematics. Since the era of Euclid around 300 B.C,,
people have crafted theorems and proofs using a blend of natural language and mathemati-
cal symbols, meticulously evaluating their correctness through manual inspection. In the
1950s, a paradigm shift occurred with the exploration of computer-assisted proofs (Davis|

, wherein a machine automatically applies deduction rules to

prove assertions. These innovations laid the groundwork for the subsequent development
of interactive theorem provers (Bruijn, de| @’ enablinngeop]e to construct
more intricate theorems and proots interacting with these systems. Building upon these
advancements, later research extended the scope of theorem proving beyond mathematics,
applying it to various practical applications such as software verification
and hardware design 599).

Exploring learning-based approaches for theorem prov-
ing has been a long-standing research focus, dating
back to the 1990s (Suttner & Ertel, [1990; Denzinger|
. The recent develoFment of deep lean'lin%
LEEM

especially with the evolution of large language models
(

Pagers

E B # & &

]

s), has ignited a wave of research interest in this

area again. As shown in Figure(J} the volume of papers =] m
on deep learning for theorem proving has grown aj o ar !
proximately from 2 in 2016 to 45 in 2023, continuing to  Figure 1: Papers on deep learning
rise in 2024. However, despite such remarkable growth, for theorem proving over the years
this domain is characterized by a wide range of tasks, (data for 2024 is up to July).
methods, datasets, and evaluations, which lack a cohesive framework to comprehend the
true extent of progress and identify the underlying challenges and potential future work.

T A0 M M 2md AEA
Qe apa )

*Research conducted while Kaiyu Yang was at Caltech.

1

O 0O O0opdop0dop

UAN n cbopmanbHble mMeTOoAbI 2] PAH

CueHapum ncnonbszosaHua UN B pamkax ®M

feHepayma cneumduKkaymi

leHepauma nporpamm

[eHepaums TecTos

Monuck KNoHoB

NMOWUCK HEKOPPEKTHOIO 3aMMCTBOBAHMUA

AHanNn3 pesynbTaToB CTaTUYECKOrO M AMHAMMYECKOro aHaAn3a
Ob6bACHEHME Nporpamm

Ob6bACHEHME Pe3ynbTaTOB TECTUPOBAHMS

MoncK npmnynH owmnboyHoro noseneHmna nporpamm (root cause
analysis)

AccuctnpoBaHme npu BepmduKauum nporpamm (AoKkasaTenbcTse
Teopem)
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